1. **Quay Route to PASSTHROUGHT 🡪** **NON APPLICATA in quanto risolto con il punto 2**

<https://docs.redhat.com/it/documentation/red_hat_quay/3.11/html/deploying_the_red_hat_quay_operator_on_openshift_container_platform/configuring-traffic-ingress#creating-config-bundle-secret-tls-cert-key-pair>

1. **Insecure Registy add to Cluster / Allowing insecure registries** **🡪 APPLICATA SU OCP COLLAUDO | Rollback alle 15:30, con conseguente rollout restart di tutti i nodi del cluster**

[https://docs.openshift.com/container-platform/4.14/openshift\_images/image-configuration.html#images-configuration-insecure\_image-configuration](https://docs.openshift.com/container-platform/4.14/openshift_images/image-configuration.html" \l "images-configuration-insecure_image-configuration" \t "_blank" \o "https://docs.openshift.com/container-platform/4.14/openshift_images/image-configuration.html#images-configuration-insecure_image-configuration)

1. **Image policy prevents the creation of samples-operator imagestreams after upgrading to OCP 4 🡪 APPLICATA SU OCP COLLAUDO**

<https://access.redhat.com/solutions/6547281>

1. **Firewall changes for container image pulls** **🡪 NON APPLICATA, solo per KNOWLEDGE**

[Firewall changes for container image pulls - Red Hat Customer Portal](https://access.redhat.com/articles/6999582)

<https://access.redhat.com/articles/6999582>

1. **How to change the global pull secret in OCP 4 🡪 NON APPLICATA, solo per KNOWLEDGE**

[How to change the global pull secret in OCP 4 - Red Hat Customer Portal](https://access.redhat.com/solutions/4902871)

https://access.redhat.com/solutions/4902871